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	To:
	Selected Users

	Subject:
	Data at Rest (DAR) Activation and Encryption

	Date:
	Beginning Monday, April 9

	What’s Happening:
	Over a period of 2-3 weeks, ITCD will implement full disk encryption on approximately 40 Windows and Macintosh computers in selected organizations. 
DAR encryption protects the data on your machine while it is at rest, or when you are not actively logged on.  DAR protection prevents unauthorized users from logging on to your machine and protects all data on your hard drive using hard drive encryption. 

	What to Expect:
	You will receive a separate notification from an ACES technician providing instructions and the date your protection will be activated.
Before your hard drive  is encrypted, we will verify completion of a recent Autonomy Connected Backup (ACB).  ACB software will ensure drive  sectors are checked and information is backed up.  ACB is the ACES solution for providing backup, restore and data protection services on Windows and Macintosh computers.  

	Benefits:
	[bookmark: _GoBack]Full drive  encryption software protects data from unauthorized access, providing strong security for intellectual property, customer, and partner data. 

	Support:
	Enterprise Service Desk (ESD):  
1. Web Site: https://esd.nasa.gov 
1. E-mail: nasa-esd@mail.nasa.gov  
1. Phone: 358-HELP (4357) or 1-866-4NASAHQ (462-7247)
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